
Terms andConditions for Participation in the
G6Networks Validator Program

1. Introduction

These Terms and Conditions (hereinafter referred to as the “Terms”) constitute a
legally binding agreement between you (hereinafter referred to as the
“Participant”) and Crypto CTF OÜ, a company duly incorporated and existing
under the laws of the Republic of Estonia (hereinafter referred to as “G6
Networks,” "Company," “we,” or “us”). For the purposes of this agreement, G6
Networks is the trading name of Crypto CTF OÜ. These Terms govern your
participation in the G6 Networks Validator Program (hereinafter referred to as
the “Program”).

By purchasing validator rights, validator packages, or by engaging in any
activities as a validator within the G6 blockchain network, you hereby
acknowledge and agree to be bound by these Terms. G6 Networks reserves the
right to amend, modify, or update these Terms at its sole discretion, with or
without notice. It is the responsibility of the Participant to regularly review these
Terms for any changes.

2. Legal Compliance

2.1 Tax Compliance
Participants acknowledge their sole responsibility for determining, collecting,
reporting, and remitting any and all applicable taxes, duties, or other fees arising
from their participation in the Validator Program. Crypto CTF OÜ shall not be
held liable for any Participant’s failure to comply with applicable tax laws.

2.2 Cross-Border Data Transfer Compliance
If personal data is transferred outside the European Union (EU) or European
Economic Area (EEA), Crypto CTF OÜ will implement appropriate safeguards in
accordance with the GDPR, such as standard contractual clauses, to ensure the
lawful transfer of personal data.

2.3 Sanctions Compliance
Participants agree to comply with all applicable economic and trade sanctions,
including those administered by the European Union, United Nations, and other
relevant authorities. Participation in the Program is prohibited for individuals or
entities that are subject to sanctions or listed on prohibited party lists.

2.4 Consumer Protection
If applicable, Participants agree to comply with all relevant consumer protection
laws, including the Estonian Consumer Protection Act, especially concerning



transparency, the right to withdraw, and dispute resolution. This clause applies
particularly to the sale of Validator packages and services.

2.5 Intellectual Property Regulations
Participants agree that their activities within the Program will not infringe upon
any third-party intellectual property rights. Crypto CTF OÜ reserves the right to
terminate participation and pursue legal action if a breach of intellectual
property rights is identified.

2.6 License & Regulatory Approvals
Crypto CTF OÜ represents and warrants that it has obtained all necessary
licenses and regulatory approvals to operate the G6 Networks Validator
Program in accordance with Estonian and applicable international laws.
Participants are responsible for ensuring that their participation complies with
their local regulations.

2.7 Data Breach Notification
In the event of a personal data breach, Crypto CTF OÜ will notify the
appropriate regulatory authorities and affected data subjects without undue
delay, in compliance with the General Data Protection Regulation (GDPR) and
Estonian data protection laws.

2.8 Fraud & Anti-Fraud Compliance
Participants agree not to engage in fraudulent activities or practices, including
but not limited to double-spending, Sybil attacks, or any other activity aimed at
manipulating or undermining the integrity of the G6 blockchain network. Crypto
CTF OÜ reserves the right to suspend or terminate any Participant found
engaging in fraudulent activities.

2.9 KYC/AMLCompliance
Crypto CTF OÜ will implement stringent Know Your Customer (KYC) and
Anti-Money Laundering (AML) procedures in accordance with Estonian and
international regulations. Participants are required to provide all necessary
identification and verification documentation as requested by Crypto CTF OÜ
to ensure compliance.

3. Validator Roles and Responsibilities
Participants who assume the role of Validators within the G6 blockchain
network are entrusted with critical responsibilities that include, but are not
limited to:

3.1 Transaction Validation
Validators are responsible for verifying the authenticity and validity of
transactions on the G6 blockchain according to the protocol's rules. Any failure
to follow these rules may result in penalties or suspension of Validator status.

3.2 Block Creation and Submission
Validators are tasked with creating and submitting blocks of transactions for



inclusion in the G6 blockchain. Validators must adhere to the network's timing
and block-size limitations to ensure efficient and decentralized block creation.

3.3 Security and Network Integrity
Validators are required to implement appropriate security measures to protect
their nodes from unauthorized access, hacking, or other forms of network
disruption. This includes maintaining up-to-date software and adhering to all
security best practices prescribed by Crypto CTF OÜ.

3.4Maintaining Uptime
Validators must maintain continuous operational uptime to ensure network
stability and decentralization. Validators who fail to meet the required uptime
threshold may be penalized or disqualified from receiving rewards as outlined in
Section 6.

3.5 Compliancewith Protocol Updates
Validators agree to comply with any future updates or modifications to the G6
blockchain protocol. Failure to upgrade systems or adhere to new operational
standards may result in disqualification from the Program.

3.6 Reporting Network Issues
Validators are required to report any technical issues, vulnerabilities, or
anomalies observed within the network to Crypto CTF OÜ immediately.
Validators must cooperate fully in any investigation or troubleshooting efforts to
resolve such issues.

3.7 Non-interferencewith Network Operations
Validators shall not engage in any actions that intentionally or unintentionally
disrupt or interfere with the normal operations of the G6 blockchain network.
This includes, but is not limited to, denial-of-service attacks, spamming, or
unauthorized manipulation of transaction data.

3.8 Confidentiality
Validators agree to maintain the confidentiality of any sensitive or proprietary
information obtained during their participation in the Program. This obligation
extends to technical details of the network, security protocols, and any
non-public data shared by Crypto CTF OÜ.

By participating as a Validator, the Participant acknowledges the essential
nature of these responsibilities and agrees to strictly adhere to the operational
and technical standards prescribed by G6 Networks.

4. Eligibility and Validator Requirements

4.1 Age and Legal Capacity
To participate in the Validator Program, the Participant must be at least 18 years
of age and possess full legal capacity to enter into binding contracts under the
laws of the Republic of Estonia.



4.2 Purchase of Validator Rights or Packages
Participation in the Validator Program is contingent upon the purchase of a
Validator package or Validator rights as outlined in Section 5 of these Terms.
Participants are responsible for ensuring that payment is completed in
accordance with the specified terms and methods.

4.3 Technical Requirements
Participants must meet the following technical specifications to qualify as a
Validator:

● Self-hosting Validators: A minimum internet upload and download speed
of 250 Mbps, stable and continuous power supply, and sufficient cooling
to maintain an optimal operational environment. Self-hosting Validators
must also ensure that their devices are connected to a secure network
and protected from unauthorized access.

● Hosted Validators: Validators who opt for hosting by Crypto CTF OÜ are
responsible for ensuring that any necessary access to their Validator
device is granted to Crypto CTF OÜ for maintenance and monitoring
purposes.

4.4 Validator Software
Participants must install and operate the G6 Networks proprietary Validator
software on approved devices. Validators are responsible for keeping the
software up to date, including the installation of any mandatory updates or
patches issued by Crypto CTF OÜ to ensure network compatibility and security.

4.5 Geographical Restrictions
Participants residing in countries or territories subject to international sanctions
or restrictions may be prohibited from participating in the Validator Program.
Crypto CTF OÜ reserves the right to restrict participation in jurisdictions where
legal or regulatory issues arise.

4.6 No Criminal Record
Participants must not have any criminal record related to fraud, financial
misconduct, money laundering, or any activity deemed illegal under Estonian or
international law. Participants may be required to provide documentation or
verification to confirm compliance with this requirement.

4.7 Compliancewith Network Rules
Validators must comply with all operational and technical standards set by G6
Networks, including any future updates to the protocol or network rules.
Non-compliance may result in disqualification from the Program or loss of
Validator rights.

4.8 Code of Conduct
Validators are expected to maintain ethical standards, integrity, and
professionalism throughout their participation in the Program. Any fraudulent
activity, dishonest behavior, or violation of these Terms may result in immediate
termination from the Program.



4.9 Right to Refuse Participation
Crypto CTF OÜ reserves the right to refuse or revoke a Participant’s eligibility to
participate in the Validator Program at its sole discretion, particularly in cases of
non-compliance with these Terms or applicable laws.

5. Payment

5.1 Currency
All payments for Validator rights or Validator packages must be made in the
currency specified during the purchase process. Accepted payment methods
include both cryptocurrency (such as USDT, USDC, BTC, ETH, DOT) and fiat
currency via bank transfer.

5.2 Transaction Fees and Conversion Charges
The Participant is solely responsible for covering any fees associated with the
transaction, including but not limited to currency conversion charges,
transaction fees, and processing fees. This applies to both cryptocurrency and
fiat payments.

5.3 Payment Terms
All payments must be made in accordance with the terms specified at the time
of purchase. Failure to comply with payment deadlines or requirements may
result in the cancellation of the purchase or a delay in the transfer of Validator
rights.

5.4 Failure toMake Payment or Payment Disputes

In the event that the Participant fails to make full payment or if there is a dispute
regarding the payment, Crypto CTF OÜ reserves the right to suspend the
transfer of Validator Rights until the issue is resolved. If the payment is not
received within the specified timeframe or if the dispute is not resolved within 14
days, Crypto CTF OÜ may cancel the purchase and retain any partial payments
as compensation for administrative costs. The Participant will be notified of any
suspension or cancellation via the G6 Networks Dashboard or through the
contact details provided.

6. Transfer of Rights

6.1 Transfer Process
Crypto CTF OÜ shall transfer the Validator Rights to the Participant upon
receipt of full payment. The transfer will be executed within one business day or
as otherwise specified during the purchase process.

6.2 Confirmation of Transfer
Upon successful transfer of Validator Rights, the Participant will receive
confirmation through the G6 Networks Dashboard or via the contact details
provided during the purchase. Until the transfer is fully executed, Crypto CTF OÜ
retains full ownership and control of the Validator Rights.



7. Validator Packages and Pricing
G6 Networks offers the following Validator packages, each providing varying
levels of access and benefits:

- First Package: Priced at €3,000, this package includes one validating
right, with the device hosted and managed by G6 Networks.

- Second Package: Priced at €5,000, this package includes two validating
rights, with the devices hosted and managed by G6 Networks.

- Third Package: Priced at €10,000, this package includes five validating
rights and a physical device, with the option for either self hosting or a
one year Service Level Agreement (SLA) guaranteeing 99.99% uptime
through hosting by G6 Networks.

8. Validator Rewards and Penalties

8.1 Reward Structure
Participants in the Validator Program are eligible to receive rewards in the form
of GSX tokens, contingent upon their compliance with the operational
standards of the Program. Validators may earn up to 0.05 GSX tokens per
validation.

8.2 Penalties for Non-Compliance
Penalties will be enforced for non-compliance with the Validator requirements,
such as failure to maintain the required uptime. The enforcement of penalties will
be managed automatically through the G6 Networks Dashboard. Any Validator
whose uptime falls below the required threshold will face a 14-day suspension of
reward entitlement for each instance of non-compliance.

8.3 Suspension and Notification
During the suspension period, the Validator will remain active in the network but
will forfeit any validation rewards. The Participant will be notified of the
suspension and the reason for the penalty via the G6 Networks Dashboard. The
Dashboard will provide real-time updates on Validator status and penalties.

9. Self Hosting Option
Participants opting for self-hosting are required to comply with the following
operational and technical requirements:

- The Validator device must meet all specifications outlined in Section 4.
- The device must be connected to a stable power source and a reliable

internet connection immediately upon receipt.

Failure to adhere to these requirements may result in penalties as outlined in
Section 6, including the forfeiture of rewards.



10. Monitoring and Dashboard Access
Participants will have access to the G6 Networks Dashboard, which provides an
array of tools designed to facilitate the management of Validator activities. Key
features of the Dashboard include:

- Real-time monitoring of Validator uptime and operational status.
- Tracking of rewards, validated blocks, and transaction histories.
- Access to updates on the status of the blockchain network.
- Facilities for updating personal information and staying informed of

network developments.

11. User Obligations

11.1 Compliancewith Laws

Participants are required to comply with all applicable local, national, and
international laws while using the Services provided by G6 Networks. Any
breach of these legal obligations may result in the termination of the
Participant’s access to the Program.

11.2 Prohibited Activities

Participants are expressly prohibited from using the Services for any unlawful or
fraudulent activities. Any attempt to circumvent or breach these Terms will
result in the immediate termination of the Participant’s access to the Services
and may result in legal action against the Participant.

12. Intellectual Property
All content, trademarks, logos, and intellectual property provided through the
Services are the exclusive property of Crypto CTF OÜ or its licensors.
Participants are granted a limited, non-exclusive, non-transferable license to use
the Services solely for personal, non-commercial purposes. Unauthorized use of
G6 Networks’ intellectual property is strictly prohibited and may result in legal
action.

13. GDPR Compliance
Crypto CTF OÜ is fully committed to ensuring the privacy and protection of
personal data in accordance with the General Data Protection Regulation
(GDPR).

13.1 Data Collection and Use

Crypto CTF OÜ collects and processes personal data in strict accordance with
our Privacy Policy. By utilizing our Services, Participants consent to the collection,
use, and sharing of their personal data as outlined in the Privacy Policy.



13.2 Rights of EU/EEA Residents

If you are a resident of the European Union (EU) or the European Economic Area
(EEA), you have specific rights under the GDPR, including but not limited to:

- The right to access, correct, delete, and restrict the processing of your
personal data.

- The right to data portability and the right to object to certain processing
activities.

13.3 Data Controller

Crypto CTF OÜ is the designated Data Controller for the personal data
collected from Participants.

13.4 Legal Basis for Processing

G6 Networks processes personal data based on the following legal grounds:

- Consent: When explicit consent has been provided by the Participant for
specific processing activities.

- Contract Necessity: When processing is necessary for the performance
of a contract with the Participant.

- Compliance with Legal Obligations: When processing is required to
comply with applicable legal obligations.

- Legitimate Interests: When processing is necessary for the legitimate
interests of G6 Networks, provided such interests do not override the
rights and freedoms of the Participant.

The specific categories of personal data we process are outlined in detail in
our Privacy Policy.

13.5 Data Retention

Personal data will be retained only as long as necessary to fulfill the purposes
for which it was collected, or as required by law.

13.6 Data Subject Rights

Participants may exercise their rights under the GDPR by contacting Crypto CTF
OÜ at contact@cryptoctf.org. All requests will be handled in accordance with
applicable legal requirements.

If you have any complaints regarding the processing of your personal data,
you may contact the data protection authority. The relevant authority is the
Data Protection Inspectorate (Andmekaitse Inspektsioon), located at
Tatari 39, 10134 Tallinn, Estonia. You can also visit their website at www.aki.ee
or contact them via email at info@aki.ee or by phone at +372 627 4135.

mailto:contact@cryptoctf.org
https://www.aki.ee


13.7 International Transfers

If personal data is transferred outside the EU/EEA, Crypto CTF OÜ will
implement appropriate safeguards, including standard contractual clauses, to
ensure compliance with GDPR requirements.

14. Forward Looking Statements

This document, along with all other communications, including but not limited to
Crypto CTF OÜ’s website content, newsletters, marketing materials, social
media posts, presentations, and any other public statements made by Crypto
CTF OÜ, may contain forward-looking statements. These statements include
projections, plans, and expectations concerning the future performance of G6
Networks or its associated programs.

Such forward-looking statements reflect the current beliefs and assumptions of
Crypto CTF OÜ’s management but do not constitute guarantees of future
performance. Actual results may differ materially from those expressed or
implied due to various risks and uncertainties.

Crypto CTF OÜ undertakes no obligation to update or revise any
forward-looking statements to reflect changes in circumstances, expectations,
or future events. Participants and stakeholders are cautioned against placing
undue reliance on such statements, which are intended for informational
purposes only.

15. Liability Disclaimer
Crypto CTF OÜ expressly excludes all liability for the continuous and error-free
operation of the network or system.

Crypto CTF OÜ shall not be held liable for any failure to generate revenue from
participation in the Validator Program within the anticipated timeframes,
frequency, or amounts.

Crypto CTF OÜ disclaims any liability regarding the GSX token representing any
value, whether in monetary terms or other assets.

Crypto CTF OÜ shall not be liable for any consequential or incidental damages
arising from the connection to the system.

Crypto CTF OÜ further disclaims any liability for the compatibility of the tools
provided with any other equipment or systems used by the participant.

16. Governing Law and Dispute Resolution
These Terms shall be governed by and construed in accordance with the laws
of the Republic of Estonia. Any disputes arising out of or in connection with
these Terms shall be resolved through binding arbitration under the rules of the
Arbitration Court of the Estonian Chamber of Commerce and Industry, with



Tallinn, Estonia, as the seat of arbitration. The arbitration proceedings shall be
conducted in English.

17. Acceptance of Terms
By purchasing Validator rights, Validator packages, or by otherwise
participating in the Program, you confirm that you have read, understood, and
agreed to these Terms. Continued participation in the Program constitutes your
ongoing acceptance of any amendments or modifications to these Terms.

Contact Information
For any inquiries or concerns regarding these Terms, please contact Crypto CTF
OÜ at contact@cryptoctf.org.

Crypto CTF OÜ
Tallinn, Narva mnt 7, 10117

mailto:contact@cryptoctf.org

